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	Reason for change:
	RFC 7540, "Hypertext Transfer Protocol Version 2 (HTTP/2)", clause 9.2 states: "The TLS implementation MUST support the Server Name Indication (SNI) [TLS-EXT] extension to TLS."
It is however not clear how the "support" shall be interpreted. What does the NFc need to support? Can the SNI field be empty in the NFc or must it be used? 

	
	

	Summary of change:
	Client NFs shall include the SNI field in the TLS profile.
For server NFs it is a vendor decision how to use it.

	
	

	Consequences if not approved:
	Services may be failing when the server is expecting an SNI and it is not sent by the client.
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******* FIRST CHANGE ************
[bookmark: _Toc26875903][bookmark: _Toc35528670][bookmark: _Toc35533431][bookmark: _Toc45028784][bookmark: _Toc45274449][bookmark: _Toc45275036][bookmark: _Toc51168293][bookmark: _Toc98839041]13.1.0	General
All network functions shall support mutually authenticated TLS and HTTPS as specified in RFC 7540 [47] and RFC 2818 [90]. The identities in the end entity certificates shall be used for authentication and policy checks. Network functions shall support both server-side and client-side certificates. TLS client and server certificates shall be compliant with the SBA certificate profile specified in clause 6.1.3c of TS 33.310 [5].
The TLS profile shall follow the profile given in  clause 6.2 of TS 33.210 [3] with the restriction that it shall be compliant with the profile given by HTTP/2 as defined in RFC 7540 [47]. TLS clients shall include the SNI extension as specified in RFC 7540 [47].
TLS shall be used for transport protection within a PLMN unless network security is provided by other means.
NOTE 1: 	Regardless of whether TLS is used or not, NDS/IP as specified in TS 33.210 [3] and TS 33.310 [5] can be used for network layer protection.
NOTE 2:	If interfaces are trusted (e.g. physically protected), it is for the PLMN-operator to decide whether to use cryptographic protection.
NOTE X: It is a vendor implementation decision how the SNI extension is being used in TLS servers.

******* END OF CHANGES ************
